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Introduction: 

This document has been written to assist Governing Bodies and Headteachers in reviewing safeguarding arrangements for a full school return in September 2020.   It aims to help the school clarify the arrangements in place will appropriately safeguard children, staff and volunteers and is adhering to the statutory guidance, Keeping Children Safe in Education 2020 

https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/892394/Keeping_children_safe_in_education_2020.pdf 



	Name of School
	


	Name of Headteacher/Principal
	

	Name of Designated Safeguarding Lead

	


	Name of Deputy Designated Safeguarding Leads
	



	Name of Area Safeguarding Advisor 
	


	Date completed (DD MM YY)
	




	Requirement
	
Yes/No

	Resources

	General policies and procedures

	· There is an up to date child protection policy which relates specifically to the school and reflects changes in KCSIE 2020

· All staff members and volunteers are appraised of the changes in school child protection policy and KCSIE 2020

· All staff and volunteers are provided with at least Part One of KCSIE 2020 which they are expected to read and understand.

· All staff and volunteers have received refresher safeguarding training.  This should include a reminder of the school safeguarding policies and procedures including any changes, the availability of DSLs throughout the school day and any key updates to local or national guidance, including knowing how to make a request for support.

· All staff and volunteers working with children should be suitable to do so. This includes the recruiting of staff and maintaining a Single Central Record.  

· All staff and volunteers are reminded of the process to follow in the event they are concerned a member of staff or volunteer would pose a risk of harm towards children, including where they have behaved or may have behaved in a way that indicates they may not be suitable to work with children.

· All staff and volunteers are reminded of and understand the school code of conduct.  DSLs and other leaders should be mindful that some staff may have been out of the school environment for a significant period of time so may need to be reminded of expected behaviour such as the use of language.   Staff should also be reminded of/made aware of school expectations in relation to related to health and safety e.g. social distancing and intimate care.

· Schools are clear on their responsibilities under GDPR, including when to share information.

	
	
Key changes -



Exemplar policies and Child Protection newsletters available on KELSI

Training - https://cpdonline.theeducationpeople.org/cpd/default.asp?sid= 


Data protection – DfE toolkit for schools 

Refer also to Operational Guidance 







	
Requirement 

	Yes/No
	Resources

	Designated Safeguarding Lead (and deputies) responsibilities 

	
· A trained Designated Safeguarding Lead is available at times, generally in person, and is responsible for the functions outlined in Annex B of KCSIE 2020.  If, in exceptional circumstances, the DSL is not available in person their availability via phone and or Skype or other such media is clearly communicated to all staff and volunteers.  

· The DSLs are provided with more time, especially in the first few weeks of term, to help them provide support to staff and children regarding any new safeguarding and welfare concerns 

· The DSLs have received appropriate DSL training within the past two years (see also guidance on safeguarding in schools, colleges and other providers during the coronavirus outbreak)

· The DSLs have ensured their own knowledge has been updated with any changes to local Kent Safeguarding Children Multi-agency Partnership’s  (KSCMP) processes and procedures.  

· The DSLs familiarise themselves with NPCC - When to call the police guidance to help them understand when they should consider calling the police and what to expect when they do.

· The DSLs have an up to date overview of all Child Protection, Child in Need and Child in Care pupils when they are both in school and at home (if remote learning is applicable), including current multiagency work being undertaken with the families.    

· The DSLs have an overview of all children known to Early Help when they are both in school and at home (if remote learning is applicable), including the current services and work being undertaken with them.  

· The DSLs help promote educational outcomes by sharing the information about the welfare, safeguarding and child protection issues that children, including children with a social worker, are experiencing, or have experienced, with teachers and leadership staff.

· The DSLs have up to date contact details for all pupils, both those subject to plans and others, including any multiagency contacts.  
	
	Schools should review their existing processes.  

See also sections on general policies and procedures and meeting the needs of individual children 

Training - https://cpdonline.theeducationpeople.org/cpd/default.asp?sid= 


	
Requirement 

	
Yes/No
	
Resources

	
Online Safety policies and procedures in place in line with KCSIE 2020, including annex C 


	· Ensure on site school provided devices and resources (e.g. tablets, laptops, printers, interactive whiteboards, IT Suites etc.) are used safely and securely, and in line with health and safety and social distancing requirements. 

· Ensure appropriate filtering and monitoring policies and systems are operational on-site in line with ‘Keeping Children Safe in Education’ requirements.

· Staff and Learners should be reminded of existing procedures and online behaviour expectations. 

· All staff should be reminded of existing procedures and online behaviour expectations.

· Where children are being asked to learn online at home, such as a need to self-isolate, a local lockdown, or they are complying with clinical and/or public health advice, schools should ensure they will access remote learning safely.


	
	



DfE Safeguarding and remote education guidance. 

TEP: Safer Remote Learning Guidance

TEP: Template Remote Learning AUP














	
Requirement

	Yes/No
	Resources

	
Meeting the needs of individual children 


	
· Information related to any changes since the child was last in school is gathered, including those related to Covid-19.  Staff are updated as appropriate on issues affecting individual pupils and any patterns of concern for all pupils.

· Children with medical issues are identified by the school and a copy of up to date care/medical plan is in place which is agreed and signed by parents, including the safe use of medication on site. 

· Mechanisms are in place to discuss with the relevant health colleagues, if appropriate, for those pupils who are no longer required to shield but who generally remain under the care of a specialist health professional.

· The school have a clear understanding and oversight of the mechanisms in place to identify and support any children who are living with Domestic Abuse and are familiar with the process to follow if an Operation Encompass referral is received, including contacting any current professionals involved at the earliest opportunity. 

· It is made clear to all staff and volunteers that both mental and physical health are relevant to safeguarding and the welfare of children.  

· The school have resources and training in place to respond to both the immediate and longer term emotional and wellbeing needs of children, young people and staff which includes accessing and keeping abreast of any changes to local or national resources and guidance.

· All children are able to identify a trusted adult within the school with whom they can communicate any concerns.

· All pupils are reminded of school policies in an age appropriate manner eg expectations of behaviour and attendance, with any changes to processes fully explained.

	
	Schools should use existing processes and adapt where appropriate.  




https://kentresiliencehub.org.uk/wp-content/uploads/2020/01/Kent-Emotional-Health-and-Wellbeing-System-on-a-page-professionals.pdf 

Refer also to Emotional Wellbeing Section









	
Requirement

	Yes/No
	Resources

	General safety


	· Schools should revisit and update their risk assessments (building on the learning to date and the practices they have already developed), to consider the additional risks and control measures to enable a return to full capacity in the autumn term.

· Mechanisms are in place to engage with the NHS Test and Trace process and clearly communicated to all staff, volunteers and parents/carers.

· Mechanisms are in place to manage confirmed cases of coronavirus (COVID-19) amongst the school community.

·  ID checks are in place for visitors. 

· Safeguarding and health and safety processes are explained to visitors to the school, paying particular attention to any changes in process since March 2020 eg signing in at the front desk.  

· All staff and children are reminded of their role and responsibilities should emergency procedures need to be initiated, including fire and lockdown.  
	
	Schools should use their existing processes and refer also to Operational Guidance 

https://www.gov.uk/government/publications/actions-for-schools-during-the-coronavirus-outbreak/guidance-for-full-opening-schools#A

https://www.nhs.uk/conditions/coronavirus-covid-19/testing-and-tracing/



Date last updated:

By whom:

DSL (signature) ………………………………………..	Date:

CoG (signature) ………………………………………           Date:
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Summary of Keeping Children Safe in Education 2020



PART ONE - Introduction 

The updated KCSIE 2020 comes into force from 1st September 2020.  



This is statutory guidance from the Department for Education (the department) issued under Section 175 of the Education Act 2002, the Education (Independent School Standards) Regulations 2014, and the Non-Maintained Special Schools (England) Regulations 2015. Schools and colleges in England must have regard to it when carrying out their duties to safeguard and promote the welfare of children. For the purposes of this guidance children includes everyone under the age of 18.



About the Guidance



Covid19 - Keeping Children Safe in Education (KCSIE) remains in force throughout the response to

coronavirus (COVID-19).



The department has issued non-statutory interim guidance on safeguarding in schools, colleges and other providers during the coronavirus outbreak. This guidance supports governing bodies, proprietors, senior leadership teams and designated safeguarding leads to continue to have appropriate regard to KCSIE and keep their children safe. It suggests where schools and colleges might consider safeguarding policy and process differently when compared to business as usual.



Changes to KCSIE - Changes have been made to this document in three circumstances:

· where legislation has required it e.g. reflecting mandatory Relationship Education, Relationship and Sex Education and Health Education from September 2020. 

· where helpful additional information has been included that will support schools and colleges protect their children e.g. mental health, domestic abuse, child criminal and sexual exploitation and county lines. 

· where important clarifications which will help the sector better understand and/or follow the guidance.



Safeguarding information for all staff

· The key safeguarding principles that school and college staff should know in order to ensure a child centred and coordinated approach to safeguarding remain unchanged:

· Schools and colleges and their staff are an important part of the wider safeguarding system for children. 

· Safeguarding and promoting the welfare of children is everyone’s responsibility.  Everyone who comes into contact with children and their families has a role to play. In

order to fulfil this responsibility effectively, all practitioners should make sure their

approach is child-centred. This means that they should consider, at all times, what is in

the best interests of the child.

· Safeguarding and promoting the welfare of children is defined for the purposes of

this guidance as:

a. Protecting children from maltreatment

b. Preventing impairment of children’s mental and physical health or development

c. Ensuring that children grow up in circumstances consistent with the provision of safe and effective care

d. Taking action to enable all children to have the best outcomes.



The changes and updates within KCSIE 2020 are found below: 



· A child centred and coordinated approach to safeguarding - The definition of safeguarding and promoting the welfare of children has been expanded to include both mental and physical health as being relevant to the safeguarding and welfare of children.



· Abuse and neglect - Contextual safeguarding has now been included as a possible indicator of abuse and neglect and the DSL or deputy should consider whether children are at risk of abuse or exploitation in situations outside of their family.



· Child sexual exploitation and Child criminal exploitation - Staff are provided with information about child criminal exploitation and child sexual exploitation which occurs when there is an imbalance of power to coerce, manipulate or deceive a child into criminal or sexual activity.



· Mental Health - New paragraphs on Mental Health are added to help staff make the link between mental health concerns and safeguarding issues and provided signpost guidance.  The department has published advice and guidance on Preventing and Tackling Bullying, and Mental Health and Behaviour in Schools (which may also be useful for colleges). In addition, Public Health England has produced a range of resources to support secondary school teachers to promote positive health, wellbeing and resilience among young people including its guidance Promoting children and young people’s emotional health and wellbeing. Its resources include social media, forming positive relationships, smoking and alcohol. See Rise Above for links to all materials and lesson plans.



· Safeguarding concerns about staff - Where there are safeguarding concerns or allegations against any member of staff, including supply staff, due process should be followed.





PART TWO - The Management of Safeguarding





· Multi Agency Working - The designated safeguarding lead and any deputies should work together with the three safeguarding partners.  NPCC - When to call the police should help designated safeguarding leads understand when they should consider calling the police and what to expect when they do. The 3 safeguarding partners identified in Working Together to Safeguard Children are the local authority, police and health. Education is considered a relevant agency; Relevant agencies are those organisations and agencies whose involvement the safeguarding partners consider,  is required to safeguard and promote the welfare of local children. As a DSL, you will need to ensure that you keep yourselves updated with the local Kent Safeguarding Children’s Multi-agency Partnership’s , KSCMP processes and procedures.  



· Information Sharing - The Data protection: toolkit for schools which provides guidance to support schools with data protection activity, is updated and includes clarification on the  compliance with GDPR and the withholding of information.



· Online Safety - The use of technology has become a significant component of many safeguarding issues. Child sexual exploitation; radicalisation; sexual predation: technology often

provides the platform that facilitates harm.  Resources to support schools and colleges are provided within Annex C of this document. 



· Opportunities to Teach Safeguarding – now reflects mandatory Relationships and Sex Education and Health Education teaching.  The new curriculum is mandatory from September 2020 – Relationships Education Statutory Guidance. 



· Inspection – updated to reflect Ofsted guidance in: Education Inspection Framework, Inspecting safeguarding in early years, education and skills settings and Independent schools.



· Management of concerns about staff – clarity around schools and colleges having processes in place to manage all concerns about staff – where there are allegations that may meet the harm threshold – guidance within KCSIE at Part 4 should be followed. This guidance now includes: where an individual has behaved or may have behaved in a way that indicates they may not be suitable to work with children.  Where a member of staff or volunteer is involved in an incident outside of school/college which did not involve children but could have an impact on their suitability to work with children. There is emphasis on how schools and colleges should ensure allegations against supply teachers are handled. 



· Children potentially at greater risk of harm – is updated to reflect the needs of those children with a social worker and supporting DSL’s and schools to be able to best support these children to do well, in line with the evidence from the children in need review. Help, protection, education contains the conclusion of these findings. 



· Children requiring mental health support – a new section to raise the profile and encourage schools to make the link between mental health and safeguarding. 



ANNEX A contains important additional information about specific forms of abuse and safeguarding issues.  If staff have any concerns about a child’s welfare, they should act on them immediately.  



Updated and additional information is provided in the areas:  CCE, CSE, County Lines, Upskirting.   



Further important detail is provided in: 



Domestic Abuse:  All children can witness and be adversely affected by domestic abuse in the context of their home life where domestic abuse occurs between family members. Exposure to domestic abuse and/or violence can have a serious, long lasting emotional and psychological impact on children.  In some cases, a child may blame themselves for the abuse or may have had to leave the family home as a result.



Honour-based abuse: Wording has changed from ‘violence’ to abuse to recognise non-violent forms of abuse.



Preventing radicalisation: additional information is provided on what terrorism looks like and more information on Channel.



ANNEX B provides additional help and advice on the role of DSL’s and added advice is provided  on the needs of children with a social worker and suggestions that could be taken to promote these children’s educational outcomes. 



ANNEX C sets out an effective approach to Online Safety.  The paragraph, Information and Support has been reformatted to improve accessibility and additional helpful links have been added.  A new paragraph, Education at Home has been added. 



ANNEX H has a summary of all the changes, including page numbers.  
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[bookmark: _Toc40291714]Online Safety Guidance for the Full Opening of Schools

It is planned that all pupils, in all year groups, will return to school full-time from the beginning of the autumn term 2020. This guidance is intended to support schools to consider and prepare for potential online safety action required.

[bookmark: _Toc40291719]Filtering and monitoring systems 

Whilst unlikely, it is possible that changes to filtering and monitoring system may have taken place since schools were last fully open. It’s advised that schools check systems and approaches before all children return to ensure they still comply with pre Covid-19 approaches and that appropriate filtering and monitoring policies and systems are operational in line with ‘Keeping Children Safe in Education’ (KCSIE) 2020 requirements.  

Where technical checks are required, it’s likely that technical staff will require time and space; this should be carried out in line with any social distancing requirements at the time and remote updates should be carried out where possible. 

· SWGfL provide a tool for schools to use to check if their filtering is compliant.

· UK Safer Internet Centre provide guidance on ‘Appropriate Filtering and Monitoring

User issues 

It’s possible that some staff and learners will need technical support when returning to site e.g. passwords for systems may have expired or been forgotten. Activities are likely to be required to be undertaken by technical staff; this should be carried out in line with any social distancing requirements at the time. IT staff may require additional time and space to carry out these tasks and this should be timetabled in where possible.

Schools may need to revisit their existing security requirements with staff and learners e.g. not sharing passwords, locking screens, reporting scam emails, not installing applications without permission.

Online safeguarding policies and procedures

Staff

Staff should be reminded of existing procedures and expectations, as this may have been different during remote learning situations or may have been revised by the school. This should include:

· Acceptable Use of Technology Policy (AUP) as part of the school’s behaviour policy/code of conduct 

· Use of social media

· Image use

· Anti-bullying policy

· Mobile technology policy e.g. if personal devices are or are not permitted, and what behaviour expectations are in place

· Internal and external online safety reporting mechanisms e.g. reporting to the DSL etc.

Staff should also be reminded of:

· the school’s IT classroom management expectations e.g. age/ability appropriate supervision, pre-checking search terms, using age/ability appropriate tools.

· the procedures to follow when responding to peer on peer abuse concerns.

Children

At a level appropriate to their age and ability, learners should be reminded of existing procedures and expectations, as this may have been different during remote learning situations or may have been revised by the school. This should include:

· Acceptable Use of Technology Policy (AUP) as part of the school’s behaviour policy/code of conduct 

· Anti-bullying policy

· Mobile technology policy e.g. if personal devices are or are not permitted, and what behaviour expectations are in place

· Internal and external online safety reporting mechanisms e.g. speaking to a member of staff, who the DSL is etc.

Acceptable Use of Technology Policy (AUP) and Mobile Technology and Social Media policy templates can be found on Kelsi. Further advice can be sought from the Education Safeguarding Service.

Social media considerations 

During Covid-19 restrictions, many schools will have increased their use of social media as a communication tool. Schools should ensure decisions and behaviour expectations regarding use of social media are clearly documented. 



Schools are required to address communication and use of social media in their policies e.g. the staff code of conduct. Schools should review their policies and ensure official and personal use of social media is addressed; for example, staff should not use personal social media accounts to communicate with learners and/or parents. 

· Further advice can be sought from The Education Safeguarding Service. 

· A template social media policy and AUPs is available for schools to adapt on Kelsi.



Content shared on social media requires planning as it can lead to several safeguarding risks, such as blurring of professional boundaries and risk of vulnerable children/parent being identified. Schools should undertake a risk assessment approach when implementing official use of social media to ensure all reasonable safeguarding precautions are taken.

· Advice regarding official social media use can be sought from the Education Safeguarding Service. 


Increase/decrease in online safety concerns being reported

Some learners may have encountered online risks whilst off site but felt unable to or were unaware of how to report concerns; this could mean an increase in reports as children return to school. Additionally, it is possible children will not be taught by staff they have relationships with, so feel less able to report concerns.

· Review existing age/ability appropriate internal reporting mechanisms for learners and consider if they can be implemented safely e.g. talking to a member of staff, reporting to DSL, use of a dedicated reporting email, ‘worry boxes’, peer support. 

· Remind children online site of age/ability appropriate external online safety reporting mechanisms e.g. Childline, CEOP, IWF, Report Harmful Content etc.

· Share online safety advice and reminders of reporting mechanisms with children and parents/carers.

Safeguarding consultations for Kent Schools can be sought from the Education Safeguarding Service and additional resources can be found via the TEP blog: Online Safety links and resources to share with staff and parents/carers.

Safer remote learning 

Where children are being asked to learn online at home, such as a need to self-isolate, a local lockdown, or when complying with clinical and/or public health advice, schools need to ensure they can access remote learning safely. Schools will need to consider how best to manage remote learning and should implement the approaches which best suit the needs of their children and staff. This should include the age and ability of learners and IT provision and access.  

The following safeguarding advice will help school manage safeguarding risks when providing remote learning, including when sharing live video/audio or pre-recorded content. 

General recommendations for safer remote learning

· Any platforms or systems used should be approved by SLT prior to any use with children.

· It is recommended schools use existing video conferencing tools/platforms where possible, as they should have already been evaluated and have any necessary parental consents.

· New platforms or systems should be risk assessed and approved by SLT prior to any use. 

· Education specific or commercial products which offer more control should be used rather than free or home use versions. 

· Risk assessments should take place from a technical, curriculum, data protection and safeguarding point of view. 

· Platforms should be set up securely by the school to prevent unauthorised access.

· Resources used should be used in line with existing teaching and learning policies, taking licensing and copyright into account.

· Any personal data used by staff or captured or used when delivering remote learning must be processed and stored with appropriate consent and in accordance with data protection requirements e.g. GDPR and school policy.

· Staff, parents and children should be made aware they need to follow school policies and procedures e.g. child protection, acceptable use of technology (AUP) and behaviour. 

· Policies and procedures may need to be updated to reflect new technology use and behaviour expectations.

· Deliberate misuse should be responded to in line with existing school policies.

· Welfare concerns about any children should be brought to the attention of the Designated Safeguarding Lead (DSL) without delay. 

· Any concerns about members of staff should be reported to the headteacher.

· Staff should:

· use school provided devices e.g. laptops, tablets and phones where possible. 

· If this is not possible, SLT should ensure clear expectations are in place, for example restricting access, locking devices, blocking/withholding personal phone numbers, logging times/dates of contact and not taking or recording images for their own personal use.

· use school approved communication channels or platforms only.

· Staff should not use personal accounts or social media channels to provide remote learning or support. 

· receive training prior to using platforms/systems which explores how to use key functions as well as behaviour expectations. 

· Children should:

· use official school managed accounts to access remote learning.

· be reminded of remote learning behaviour expectations. 

· Parents/carers should be:

· made aware of what their children are being asked to do online, including the sites they will be asked to access.

· aware of who (if anyone) from the school, their children are going to be interacting with online. 

· encouraged to ensure children are appropriately supervised online and that appropriate parent controls are implemented.

General recommendations for live streamed sessions

· Platforms should be set up securely to prevent unauthorised access e.g. password protect live streams and use ‘waiting rooms’ or ‘lobbies’ to restrict access.

· Live sessions should be planned and scheduled during school hours.

· Staff should record the length, time, date and attendance of any live sessions held.

· A member of SLT, the Designated Safeguarding Lead or another senior member of staff should have the ability to ‘drop into’ live lessons where possible.

· Parents should be aware that live sessions are taking place and ensure that their child is appropriately supervised.

· If schools opt to 'record' live streamed sessions, all participants should be made aware that the session is being formally recorded. Schools should ensure recording and keep, stored and accessed in line with existing data protection requirements.

· Schools should be aware that other household members may be present during live sessions, for example staff’s family members or children’s sibling/parents.

· Clear expectations should be shared with the whole community to ensure anyone who can be seen and/or heard during live sessions is suitably clothed, uses appropriate language and does not share sensitive/personal information.

· School should assess if it necessary for children to use live video, microphones or text-based chat when remote learning.

· These functions may need to be disabled according to school decision and context e.g. age/ability of children.  If they are enabled, school should evidence any action taken to minimise or remove risks. 



Note: DfE Coronavirus (COVID-19): safeguarding in schools, colleges and other providers May 2020 states that there is no expectation that teachers should live stream or provide pre-recorded videos. 



Recommendations for one-way communication e.g. only teacher live streams video and/or shares screen with audio

· Where possible two members of staff should be present in live streamed sessions.

· One member of staff should be responsible for delivering content and the other provide support and safeguarding assistance if required, for example monitoring children’s interaction. 

· If this is not possible, schools should evidence the decision making and outline action taken to reduce risks.

· Clear boundaries as part of an updated or specific AUP should be in place:

· Staff behaviour and language use during live sessions should be in line with the staff behaviour policy/code of conduct.

· Staff should dress professionally and use a neutral background for their video stream. If possible, enable background blur tools when live videos are being shared.

· Consider reducing live camera time e.g. staff talking over PowerPoint slides or sharing work demonstrations rather than video streaming.

· Disable children’s video/audio if possible, or ensure staff have control over cameras/microphones functionality. 

· Children should be encouraged to access the live stream from a shared/communal space or room with an open door and/or when appropriately supervised by a parent/carer or another appropriate adult.



Recommendations for two-way communication e.g. teacher can see/hear children and children can see/hear each other

· Two members of staff should be present in sessions.

· One member of staff can deliver curriculum content whilst the other provides behaviour/technical support and safeguarding assistance if required e.g.  monitoring children’s videos and any chat if not disabled.

· Children should be provided with clear boundaries and expectations. They should: 

· dress appropriately e.g. clothes they might wear for a non-uniform day, not pyjamas.

· behave as they would in the classroom.

· live stream from a shared/communal space or room with an open door and/or when appropriately supervised by a parent/carer or another appropriate adult.

· ensure there is a neutral background to their videos or use background blur options. 

· Note: If schools allow children to upload their own background rather than use default images, clear expectations about what is appropriate should be in place.

· Schools should control children’s video/audio features. 

· Schools should prevent children from turning their camera/microphone on themselves where possible, depending on their age and needs. 

· Where possible, schools should restrict children’s access to chat and/or video functions after a live session has ended. 

Recommendations for 1:1 sessions between member of staff and child

Schools should avoid 1:1 sessions between children and staff where possible, however, Safeguarding and remote education during coronavirus (COVID-19) states ‘Schools might want to consider whether one-to-one sessions could be appropriate in some circumstances. For example, to provide pastoral care or provide support for pupils with special educational needs and disabilities.’   





If a school decide it is appropriate and necessary to facilitate 1:1 sessions, to reduce risks:

· If a session does not require confidentiality e.g. for tuition, two adults should be present if possible.

· For example, a member of staff could be on site with another member of staff present in the room. The 2nd member of staff does not have to be involved in the session, but children should be made aware they are present. Alternatively, a parent/carer could remain in the room with the child whilst the session takes place. 

· This will not be possible in all circumstances, or if particularly sensitive conversations (for example to provide pastoral care, counselling etc.) are taking place. If this is the case, the session should:

· be risk assessed and approved by SLT.

· be auditable e.g. the member of staff logs time, date and attendance.

· Only take place using school provided equipment, platforms and accounts. 

Recommendations for using pre-recorded content created and shared by the school

In addition to the general recommendation, risks can be reduced if schools:

· require staff to plan, rehearse and review videos to ensure content in line with school expectations

· consider auditing pre-recorded content before it is shared with children.

· Schools may opt to check all pre-recorded content or audit a selection of material.

· Content could be reviewed by SLT or another appropriate member of staff e.g. subject lead. 

Note: DfE Coronavirus (COVID-19): safeguarding in schools, colleges and other providers May 2020 states that there is no expectation that teachers should live stream or provide pre-recorded videos. 

Recommendations if using live streamed or pre-recorded content from other providers 

Where schools are directing children to content from another provider, they need to ensure it is suitable and appropriate.  Risks can be reduced if schools:

· only use content from providers who have a specific and up-to-date child protection policy in line with DfE guidance.

· The DSL should be satisfied that the providers child protection policy and procedures are in line with the current ‘Keeping Children Safe in Education’ guidance.

· have a member of staff join any ‘live’ sessions so they can monitor the content and the interactions/behaviour of the children as they would within a school environment. 

· ensure the platform being used is safe and appropriate e.g. live chat is managed and/or moderated. 

· make appropriate checks to ensure any staff delivering the content are suitable (e.g. DBS checked)

· monitor a selection of sessions and/or content to check they are being conducted appropriately.

Additional Advice

Kent schools and settings can seek advice through the Education Safeguarding Service. 

Guidance and resources to support schools can be found at:

· Remote Learning Guidance 

· AUP for remote learning and communication 

· Online Safety links and resources to share with staff and parents/carers 



National guidance 

· DfE: ‘Safeguarding and remote education during coronavirus’ (COVID-19) 

· NSPCC: Undertaking Remote Teaching Safely

· National Cyber Security Centre: Video Conferencing Services

· SWGfL: Safe Remote Learning 

· LGfL: Safeguarding during Covid-19



[bookmark: _GoBack]
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[bookmark: _Toc40291714]Being prepared to meet the differing needs of children 



When considering how best to manage your school environment, the best interests of children must always continue to come first.    Many children will not have been in a school environment for several weeks when they return.  The environment when they last attended will also look and feel very different to what they are used to.  Children may also have conflicting feelings around their return, including being anxious at leaving their parents/carers whilst welcoming the opportunity to see their friends and teachers.   





Identifying children who need additional support



Although schools have had continuing communication with parents/carers and pupils over the past weeks, for some pupils this may have been minimal and focussed on school work rather than pupil wellbeing or their lived experience of lockdown.   



· All parents/carers should be asked for an overview of their child’s experiences since lockdown.   They should be encouraged to share information such as their relationships with family and peers, any key events in the child’s life such as bereavement, illness or the birth of a sibling and specific anxieties they may have about returning to school.   

· Appropriate to their age and level of understanding, children and young people should be asked to share any particular issues they wish the school to be made aware of.   For younger children, this could be in the form of a pictorial ‘story’ of their time away from school.

· Designated Safeguarding Leads and Pastoral teams will need to have mechanisms in place to have an oversight of the issues for both individual children and wider themes and respond accordingly, using existing procedures.  

· Staff should be especially alert to the fact that children may not have been able to share abusive and/or neglectful experiences during lockdown.  Together with reminding all staff of how to respond appropriately (using TED and open questions), all pupils should be able to identify a trusted adult with whom they can talk.  

· Staff should be familiar with available resources to respond to any emotional wellbeing issues, both immediate and longer term.    Updated resources can be found in the Emotional Wellbeing section of the full opening guidance and can also be found on the https://kentresiliencehub.org.uk/

· Schools should have a ‘safe space’ for pupils to explore any feelings they may have.  Although it may not be possible for this to be a physical space, pastoral teams should explore the use of online platforms to aid this, adhering to online safety guidance.   

· If children are using wraparound care, mechanisms should be in place to liaise with staff in those settings to discuss their specific needs.













Vulnerable pupils

Designated Safeguarding Leads and pastoral staff should:

· Liaise with multiagency colleagues to identify how best to meet the needs of pupils who are particularly vulnerable, including those identified as vulnerable since March 2020.

· Consider how best to integrate the children who have attended school for some or most of the lockdown period with the return of all pupils, whilst maintaining the confidentiality of the vulnerable pupils.  

· Ensure all contact details of multiagency colleagues are up to date and accurate.

· Ensure DSL trained staff are available to attend and contribute to multiagency meetings.

Safeguarding Records 

Staff may need to be reminded of the school’s existing record keeping mechanisms and, if using a paper-based method, the location and availability of blank records and how they should be shared with the DSL.  



DSLs will need to review any concerns about vulnerable children during lockdown period and ensure that safeguarding records are updated to hold the most up to date information, including any multiagency and emergency contacts.   A chronology of events should also be present in every file.   





Transition, including file transfer

Designated Safeguarding Leads need to have an overview of all children who are due to join the school, as well as ensuring they share any relevant information about children who are leaving their school.   

Prior to transition, DSLs need to: 



· Review any concerns about vulnerable children during the lockdown period and ensure that safeguarding records are updated

· Check all safeguarding files to ensure they contain all known information and that it is presented in the correct way and on the correct form

· Ensure safeguarding chronology is present in each file, listing key events and identifying where they can be found in the file

· Liaise with the relevant school or pre-school and make arrangements to discuss any children about whom there are welfare concerns

· Be clear who retains responsibility of the child during the transition phase, including liaison with multiagency colleagues and attendance at multiagency meetings.  

· Ensure safeguarding files are transferred to/received by new school before the pupil starts at the school.



For further advice on any of the issues can be sought from The Education Safeguarding Service 




